
COMPUTER NETWORKS

- Interconnection of  Devices  /  Computers  is  called  Computer Networks.

Why

How

Resource Sharing

Information Sharing

Transmission Media

UnGuided / Wireless Media

Guided / Wired Media Structure
Topology

 Types of Transmission Tech - Simplex, Half Duplex, Full Duplex

 Network  Models - Server Based Model  &  Peer – to – Peer Model

 Size of Network - LAN , MAN , WAN 

 Message Transfer - Server, Client, Data, Media , User , Protocol

 Protocol :  Rules and Regulations to be followed during Transmission

 Where the Protocol is available ?   

resourcesharing.ppt
infnsharing.ppt
transmedia-unit01.ppt
transmedia-unit01.ppt




Packet components

Header Data Trailer



The complete packet

Application Header

Presentation Header

Session Header

Transport Header

Network Header

Data Link Header
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Data Link Trailer (CRC)
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Packet creation process
Data Data



Relationships among OSI layers
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ISO is the organization. 

OSI is the model.
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OSI 

Model



Figure  2-2 OSI layers



Figure  2-3
An exchange using the OSI model
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Physical Layer



• The Physical layer is concerned with sending raw bits between 
adjacent nodes  across the medium..

• The bits sent as 0’s and 1’s will be received as 0’s and 1’s only. 

• The Physical layer has to take care of the following factors.

– Signal Encoding :  How are the bits 0 and 1 to be represented.

– Medium : What is the medium used, and are its properties.

– Signal type : Are analog signals used or digital.

– Bandwidth : Which of baseband or broadband communication used.

– Whether the transmission is serial or parallel

– What is the topology used 

PHYSICAL LAYER 
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Data Link Layer



• The Data Link Layer is responsible for transmitting a group of bits between 
the adjacent nodes called Frames.

• The DLL has to construct the frame after receives the bits from the physical 
layer. 

• The DLL has to check the CRC to ensure the correctness of the frame. If 
incorrect, it asks for retransmission.

• If the receiver is slow, then the transmitter has to make some agreement with 
the receiver to ensure correct delivery.

• Discarding of duplicate frames will be done at the receiving end.

• Retransmission will be done at the sending end only when necessary.
• If the Timer has Elapsed

• No Acknowledgement with in specified time.

• if the Ack. Is damaged.

• DLL is divided in to two sub layers 
• Logical Link Control

• Medium Access Control

• Headers and trailers are added , containing the physical addresses of the 
adjacent nodes.

• DLL has to handle the error detection and correction and deliver the 
undamaged frame only at the network level.

DATA LINK LAYER 
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Node-to-node delivery



Figure  2-7

Network Layer



• The Network  Layer is responsible for routing a packet with in the subnet.

i.e) from the source node to the destination node across multiple nodes in the 
same network or across multiple network. 

• The Network layer is also responsible for tackling the congestion problem at a 
node, when there are too many packets stored at a node to be forwarded to 
the next node.

• The Network layer has to takes care of controlling the flow of information.

• Transmission of messages will be done by Packets.

• The Network layer offers two types of services .
• Virtual Circuit  ( Telephone )

– Complete route should be established before transmission begins as first phase

– Data transfer happens after that as second phase

– Call termination as third phase 

– Order of delivering of messages wil be maintained

• Data Gram ( Postal )

– It can follow any route it wants. Selection of route is decided on availability.

– Order of delivering of messages cant maintained.

• When there is only one small network based on broadcast , this layer is will 
do minimum functionality.

• The Network layer takes care of interpreting the logical addresses to physical 
addresses.

NETWORK LAYER 
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Transport Layer



• The Transport layer is the first end-to-end layer.

• The Transport layer breaks the messages in to number of packets, numbers 
them by adding sequence numbers at the source , and uses the same at the 
destination to reassemble the original message. 

• A header at the transport layer contains information that helps to send the 
messages to the corresponding layer at the destination node, although the 
messages broken in to packets may travel through a number of intermediate 
nodes. 

• It ensures end – to –end error free delivery to the hosts. 

• The transport layer ensures that the complete message arrives at the 
receiver , and in the proper order.

• The Transport layer enables communication between two applications 
running on different computers.

• The Transport layer receives data from the session layer on the source 
computer which needs to be sent to the other computer.

• The Transport layer might create a logical connection between the source 
and the destination for the duration of the complete message transfer.

• It provides multiple transport for data flow. 

TRANSPORT LAYER 
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Reliable end-to-end delivery of a message
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Session Layer



• The Session layer is to establish , maintain and synchronize the interaction 
between two communicating nodes.

• A connection between two ends is called a session.

• It is responsible for  Remote Login Process.

• It makes sure that a session once   established is closed only after the 
successful completion. 

• File Transfer of 105 Pages 

• The session layer divides a session into sub sessions for avoiding the  
retransmission of entire messages by adding the checkpoint feature.

• The Session layer decides the order in which data needs to be passed to the 
transport layer. 

• The Session layer also decides which user application sends data , and at 
what point of time, and whether the communication is simplex, halfduplex, or 
full duplex.

SESSION LAYER 
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Presentation Layer
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Application  Layer



• The Application layer is the topmost layer enables a user to access the 
network.

• This layer provides user interface for network applications such as remote 
login ( TELNET ) www , Remote File Transfer ( FTP ), Electronic Mail             
( E-Mail ) and allows to access the remote data base.

• It allows a user to access , download or upload files from / to a remote host.

• It allows the user to use the mail services.

• Accessing  the webpages is also a utility of this layer.

• All the emulating softwares are accessible in this layer.

• The user and the application programs interact with a physical network at 
this layer.

• All the user application tools available in this layer only.

APPLICATION LAYER 
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Summary of layers



Figure  2-16

Addresses in TCP/IP



Relation-ship of layers  and  addresses in TCP/IP
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Physical addresses
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IP addresses
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Port addresses


